
INFORMATION

SECURITY POLICY



APPROPRIATE PROTECTION FOR VALUABLE INFORMATION ASSETS


DijitalPort aims to create and maintain the basis for a trusting business relationship and cooperation with 

customers and prospects. Truly complies with laws and regulations regarding information security and has 

developed internal regulations regarding information protection. The regulations are revised as needed based 

on revisions of laws and societal trends.



PREVENTIVE PROTECTION


Based on confidentiality, integrity and accessibility, the basic elements of information security are to prevent 

unauthorized or unauthorized access, use, modification, disclosure, elimination, change of hands and damage to 

information assets made available for use, and to identify existing risks by making periodic assessments; As a 

result of the evaluations, it commits to reviewing and monitoring the action plans, ensuring that all known or 

suspected vulnerabilities affecting information security are assessed within the context of information security 

incident management, and acting as soon as possible to update current controls or commission new ones.



CONTINUOUS IMPROVEMENT


It is committed to ensuring continuous improvement of the information security management system and 

ensuring that efforts for continuous improvement are reviewed by the management.



LEGAL OBLIGATIONS


It undertakes to establish an appropriate information security system by fulfilling all legal obligations and legal 

obligations arising from contracts, and to carry out the necessary work to ensure the privacy and confidentiality 

of personal data.
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